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Dzisiejsze zakupy przenios?y si? do internetu. Zw?aszcza osoby m?ode ?ledz? aukcje i w ten sposób
sprzedaj? ró?ne przedmioty na ró?nych portalach og?oszeniowych. Niestety oszu?ci równie? tutaj
dzia?aj? i wykorzystuj? ka?d? sposobno?? by si? wzbogaci?.

Przede wszystkim nie dajmy si? zwie?? okazji i szybkiemu zarobkowi. Warto równie? po?wi?ci? kilka
chwil i przeczyta? na portalu wskazówki jak bezpiecznie kupowa? i sprzedawa?. Ka?da z takich stron
ostrzega, co powinno wzmóc nasz? uwag? i jak chroni? swoje dane wra?liwe i pieni?dze. Lepiej
straci? dwie niepewne okazje, ni? raz da? si? oszuka?.

Zawsze przed dokonaniem transakcji upewnijmy si?, ?e korzystamy bezpo?rednio z prawdziwego
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serwisu i nie klikajmy w linki otrzymane w wiadomo?ciach od innych u?ytkowników. Sprawcy,
wykorzystuj?c ?atwowierno?? i brak ostro?no?ci sprzedawców, a tak?e kupuj?cych umiej?tnie
kieruj?c rozmow?, doprowadzaj? do przej?cia konta, a nast?pnie wyp?acenia z niego pieni?dzy.

Sposób dzia?ania oszustów jest prosty. Kontaktuj? si? za pomoc? jednego z komunikatorów z
osobami chc?cymi sprzeda? ró?nego rodzaju przedmioty za pomoc? portalu internetowego. Podczas
rozmowy oferuj? ch?? zakupu przedmiotu, a tak?e informuj?, ?e zamówi? poprzez portal aukcyjny
firm? kuriersk?. Do tego typu transakcji potrzebny jest tylko adres aukcji. Po wys?aniu tych informacji
otrzymujemy link przy u?yciu którego potwierdzamy zawarcie umowy i zamówienie kuriera. Po
wype?nieniu formularza zostajemy przekierowani na kolejn? stron?, na której podajemy dane z karty
p?atniczej. Zgodnie z informacjami w ten sposób b?dziemy mogli pobra? pieni?dze za sprzedawany
przedmiot.

Oszust, dzia?aj?c w ten sposób, wykorzystuje fakt, ?e weszli?my w podanego przez niego linka i po
otrzymaniu niezb?dnych informacji jest w stanie „wyczy?ci?” nasze konto.

Jak nie da? si? oszuka? w przypadku sprzeda?y w internecie?

• b?d? czujny, gdy otrzymasz wiadomo?? od kupuj?cego, ?e ju? wp?aci?, b?d? wp?aci pieni?dze za
sprzedawany przez Ciebie przedmiot, a Ty jedynie poprzez wej?cie w link i podanie danych karty
bankomatowej b?dziesz mia? pieni?dze na swoim koncie;
• nie nale?y podawa? numeru karty i specjalnego kodu zapisanego na karcie. To kod zwany
CVV2/CVC2 i nadrukowany jest obok podpisu;
• czytaj ka?d? wiadomo?? z kodem autoryzacyjnym, któr? dostajesz z banku zanim wykorzystasz go
nie wiedz?c co autoryzujesz;
• ka?de finalizowanie transakcji poza portalem aukcyjnym czy to przez wiadomo?ci mailowe, sms-y i
komunikatory, które zwieraj? linki powinny wzbudzi? nasz? czujno??;
• zwró? uwag? na pisownie w wiadomo?ci – je?li to oszustwo cz?sto zawiera b??dy i literówki;
• ka?dy sposób wywarcia na nas presji czasu, po?piechu, szybkiego sfinalizowania transakcji
powinno wzmóc nasza czujno??.

Pami?taj! Weryfikuj kto i co do Ciebie pisze. Nie wpisuj nigdzie numeru swojej karty. Nie klikaj w
nieznajome linki do stron. Apelujemy o rozwag? i ostro?no??.

Udost?pnij
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