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Przest?pcy wykazuj? si? wyj?tkow? kreatywno?ci? w wymy?laniu kolejnych sposobów na wy?udzenie
od nas wra?liwych danych lub ?rodków finansowych. Tym razem postawili na kampani? SMS-ow?,
której celem jest informowanie o rzekomych zaleg?o?ciach w op?atach za rachunek telefoniczny oraz
fa?szywe SMS-y podszywaj?ce si? pod wiele firm, m.in. DPD i InPOST.

Oszustwo na dezaktywacj? numeru telefonu zaczyna si? od wys?ania wiadomo?ci SMS, z której
wynika, ?e musimy dop?aci? 4,99 z? do rachunku telefonicznego. Je?li tego nie zrobimy, nasz numer
zostanie zdezaktywowany. Kwota jest niewielka, a przest?pcy licz? na to, ?e odbiorcy wiadomo?ci po
prostu przestrasz? si? utraty mo?liwo?ci wykonywania po??cze? i wysy?ania wiadomo?ci tekstowych.
W tre?ci wiadomo?ci zamieszczony jest link, prowadzi do fa?szywej strony, przewa?nie
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podszywaj?cej si? pod po?redników p?atno?ci np. PayU, gdzie musimy poda? dane do karty
p?atniczej lub do bankowo?ci, aby uregulowa? rachunek. Pod ?adnym pozorem nie nale?y podawa?
tego typu danych. Je?eli podamy ??dane dane z naszego konta nie zniknie 4,99 z?, a wszystkie
pieni?dze. To oczywi?cie nie jedyny sposób oszustów na wy?udzenie danych i ?rodków finansowych
przy pomocy SMS-a. Przest?pcy wysy?aj?c wiadomo?ci tekstowe podszywaj? si? pod wiele firm,
m.in. DPD i InPOST. Je?li kto? da si? nabra? i kliknie na link, to znajdzie si? na stronie imituj?cej
firm? kuriersk?. Tam z kolei jest nak?aniany do pobrania aplikacji. Pobranie i zainstalowanie tej
aplikacji zainfekuje telefon z?o?liwym oprogramowaniem, którego celem jest kradzie? pieni?dzy z
kont bankowych ofiary.

st. asp. Katarzyna Kopacz
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