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Uwaga na nowy sposéb dzia?ania oszustéw!!! U?ytkownicy telefonéw komérkowych otrzymuj?
fa?szywe SMS-y 0 na?0?eniu kwarantanny. Wiadomo?ci zawieraj? linki odsy?aj?ce do rzekomo
szczegb6?owych informacji na ten temat. Mo?e to by? préba wy?udzenia danych lub zainstalowania
z?07?liwego oprogramowania. Apelujemy o zachowanie czujno?ci i nie klikanie w przes?any link!!!

U?ytkownicy telefonéw komaorkowych otrzymuj? ostatnio wiadomo?ci sms 0 na?0?eniu kwarantanny.
W tre?ci podany jest link/adres do strony. Wiadomo?ci s? tak skonstruowane, ?e maj? zmusi?
odbiorc? do klikni?cia w odsy?acz. Uwa?ajmy na tego typu linki, poniewa? to jest proba oszustwa i
wy?udzenia danych!



Przypominamy, ?e kwarantanna nak?adana jest automatycznie przy przekroczeniu granicy lub na
podstawie przeprowadzonego wcze?niej wywiadu epidemiologicznego przez pracownikow
pa?stwowej inspekcji sanitarnej. Po skierowaniu na kwarantann?, osoba dostaje prawid?owy sms o
nast?puj?cej tre?ci: "Jeste? na kwarantannie. Masz ustawowy obowi?zek u?ywania aplikacji
Kwarantanna domowa. Jest dost?pna w Appstore i Google Play."

Fa?szywe wiadomo?ci tekstowe wraz z linkami dotycz? nie tylko tematu kwestii kwarantanny. Zdarza
si? tak, ?e informuj? nas mi?dzy innymi o wystawieniu e-recepty, odnalezienia portfela, dop?aty za
przesy?k?. Klikni?cie w przes?any link prowadzi do strony nak?aniaj?cej do pobrania aplikacji “Flash
Player”. Aplikacja ta jest z?0?liwa, po instalacji dokonuje ataku na rachunki bankowe w?a?ciciela
smartfona i okrada go z pieni?dzy.

Pomys?owo0?? oszustdéw nie zna granic. Coraz to wymy?laj? r6?ne sposoby, by wy?udzi? nasze
dane. Ka?dorazowo otrzymuj?c takie SMS-y, ktére zawieraj? link, prosimy o nie otwieranie
za??cznikbw. Mo?emy pa?? ofiar? oszustow, ktorzy chc? wy?udzi? od nas dane, ktére mog?
pos?u?y? do utraty pieni?dzy zgromadzonych na koncie lub zainstalowa? nam z?0?liwe
oprogramowanie.

Ostrze?enie G?éwnego Inspektora Sanitarnego

Wystawiono eRecepte
dla: E**** D*#**

kod dostepowy: 6595
Dane recepty:

drw NDg1MjYzMiM11j0tU:nZhuQzG
JkXW5Pgo8Mxg_xybz0OBM

Witam, dzis znalazlam portfel z
pieniedzmi i dokumentami, w srodku
byl ten nr. tel. tu zdjecie portfela czy
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https://www.gov.pl/web/gis/ostrzezenie-glownego-inspektora-sanitarnego
https://www.facebook.com/sharer/sharer.php?u=https://www.polczyn-zdroj.pl/print/pdf/node/1242&src=sdkpreparse
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